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Local Intranet Zone Settings (Single Sign-On) 

 

This document describes the Local Intranet Zone settings for Single Sign-On (hereafter, “SSO”) of 

PMS. 

* For each GC, replace “CORP” with the name of each GC domain. 

 

In order to use the SSO function, 

Browser (Internet Explorer) security settings are required. 

 

On the computer connected to the environment in the JGC LAN, if the domain of the client PC is set 

to the Corp domain, this security setting is done automatically. 

As a precaution, please check the setting status before use. 

 

The security settings to be implemented are as follows: 
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(1) [Start] button -> [Control Panel] and open [Internet Options]. 

 

 

(2) Select [Local Intranet] from [Security] tab and press [Sites] button. 

 

 

(3) Click [Advanced] button. 
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(4) Input the website “https://sts.jgc.com” and press [Add] button. 

 

 

(5) Add “https://sts.jgc.com” to the list of Websites and press [Close] button. 

 

 

(6) Click [OK] button and close the screen. 

 


